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Hod Beckstrom is # well-known eyhey security expert, Tnternet leader and autbority on
urganizational keadership and sovial networking, He b the tormer Presideat wnd CEQ of ICANN, the
global nrganizalion that help keeps the Inteined secure, stable and voiicd, and was the foanding
Director of the 11.8. Government’s Natignat Cvhersecurity Center. He je co-author of the eritieally
avclaimed book The Stavfish and the Spider; The nsteppabie Poaer of Leaderfess Organizations,
which has been baslated int 10 Tanguages. and is & requent interandional media commentator
and pubic speaker.

A preeminent thinker on teehmology issues, Red was named one of PCTWorkd’s “Puppet Masters of
the Internet™ in Apsil 2o and inelided in "zo1z's Digital Posver o™ by The folbieood Reporter.
1 2081 he was named a “Tech Titan™ by The Washingronion magazine, and in 2050, one uof the "25
Aost Influential People in ntetlectual Property™ by He American Lareger, He is currently Viee
Chainman of the Global Counciton the Funitre of the Tnternet of the Swiss-based World Eeonomie
Funnn.

As a much sunghi-after expert, Rod has spoken at high-profile eveats for awide mnge of
vrganizations in more than forty conntries. including Google, Microsoft, eBay, [nfosys Technologies,
Black Hat, DERCON, RSA, LS. STRATCOMM, GFUEN Dubai Leaders” Sunamit. Futarecom {atin
America ifosvs, CHY Magarine Leacdorship Summit, Morzan Staadey, Starbucks, TED, the Monaco
Media Forum, Sogeti Consulting, The Hay Group, American Ovganization of Nurse Exevutives,
United Business Media Gronp, ihe White Hoease, the United Nations. the Waorld Feenenic Forum at
Davos, the Aspen Tnstitute, Hanvard Univenity, Siantord University sad the Ceuter for Strategic
[ntesnations Studies aned paonerous YPO, EQ, WPO everds ground the global.

& World Governmeni Supmiit ~ Dnbai -
Are We Safein o Digital Wesld?

Rod's wnst sequested kevnote topies. 1 vou have a special reguest reganding Rod speaking st your

E& PILD 14 Conference Munich nest event, please don’t hesitale to contact vs,
& International Legal Technonlogy A Short Course in Cyber Security
Associntion

International Legal Technology Association keynote address

E Kivsngte Yopies
Preparing for Cyber Armageddon: What are the Threats and How Can Your Company Protect
Itself?

Starflsh and Spliders, Conservatives and Terrorists: How Leaderless Organizations Are
Changing the World

From Hummingblrd Drones to Smartphone Cars: How Wil New Internet Techaologies Affect
Your Bottom Line?

Passion Networking
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ContactUs  303.777.3221

'STLEO E Helping You Promecs Vour Profirs, Brivacy & Res

Cyber Security Speakers

Online Privacy Digital Reputation ldentity Theft Business Fraud Cyber Data Security

tiome | Cyber Seeunly Speakers

Looking for one of those rare Cyber Security
Speakers that Won't Bore You to Tears?

Watch this short video to see how John Sileo makes cyber

Book john Now!
security entertaining... so that it sticks!

Download john's
Speaker Packet
G5 L, POF Fornal

cyber security expert

- Most Requested Topics

' Spies, Hackers, and Online

john sileo™ Atackers

“Think Like a Spy" Crash Course

Fraud Jujitst Bootcamp
Online Reputalion Strategies

o T I I b
o Additionat Topics

Bullelproof Your Business Againsi

Many companies blame technology and professional hackers for their high risk of data breach. In
reality, organizations lose millions of dollars every year—about $7.5 million per incident—to
data breaches that can be directly aitributed to poor cyber security training. At the heart of poor
training is lack of employee ownership, which is a result of ineffective, non-engaging education. John
Sileo is one of those rare cyber security speakers that constantly engages your audience lo care

aboul the security of personal data, and by extension, your organization’s valuable information assets.

Nationally renowned cyber security expert John Sileo will help you insulate your company from
internal and externat cyber attacks by making humans your greatest line of defense. Having
presented more than 35 keynote speeches for the Depariment of Defense alone, and regularly
appearing on shows like 60 Minutes, Rachael Ray and Anderson Cooper as a resident cyber securily
expert, John is adept at transforming your employees from liabllitles to assets, revealing lhe
simpie steps they can take to boost your company's cyber securily footprind.

Click Mere To Learn More {We'll call you)
Or Call Us Directly (303-777-3221)

Cyber Security Speakers for Events and Conferences

Whether you are holding a large cyber securily conference, or you are having a more inlimate event
with employees, John Sile¢ is uniquely qualified to address audiences both farge and small. From
discussing the latest data breaches and how they can impact business to delivering highly-engaging

http://www.sileo.com/speaking/cyber-security/

Breach

The 7 Secrets of Safe Social
Networking

Your Financial Practice as Herg

Ethical Corporate Espionage

Video Lingth % ming

SILEQC IN THE NEWS

Vigw News & Media Appearances »

-.ve‘f‘?.,;e »t:. s
NBC DR
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Cyber Security Speaker and Specialist - John Sileo

material on the importance of data protection, John Sileo ensures that each and every presentation is

engaging and memorable.

How John Silea Can Help

Cyber Security Keynote Presentations

As a world-renowned cyber security keynote speaker, John can help you and your
employees drastically reduce the risk of data breach. He'll reveal the human element
at the scurce of the latest cyber security developments using real-life examples and

helping your audience discover the best ways to boost your company’s online data

secusity mechanisms.

Cyber Security Keynote Presentations

Praducts to Boost Your Cyber Security

Who better to look to for cyber data security resources than John Silee and The Sileo
Group, leaders in protecting organizations against costly data breaches? Visit The
Sileo Group store to browse products specially created to help you boost your

company’s online data security mechanisms.

from costly data breaches!

The Sileo Report

Cyber Security Product Reviews

Cyber Data Security Produdds

Dedicated to helping individuals and crganizations protect their profits, privacy and
reputation, John Sileo consistently reviews related products on the market. Browse all
Johi's latest cyber data security reviews to make sure you're protecting your company

Browse Product Reviews

Get tips and toals delivered to help you bulletproof yourself and your crganization
against fraud, identity theft, cyber crime, human maniputation and online reputation
attacks. When you subscribe to the complimentary Silea Report, you'li also get John's

7 Survival Strategies for Starving Data Spies.

Interested in Hiring John?

Watch John Sileo in Aclion
John Sileo's Keynote Topics
About John Sileo
Testimoniats & Client List
Why John Sileo?

Download John's Speakor Packat
561 kb, FOF

Hire John Sileo

Subscribe to The Sifeo Report

Already Hired John?

John's Short Bio 1176, P0F

John's Full Bio 12226 POF

John's introduction 75 Ap FLF
AudiofMisual Requirements 74 kn, FLE

Dawrioad Photos of John

Protect your cornpany from costly cyber security
data breaches--contact The Sileo Group directly at 303.777.3221.

http://www.sileo.com/speaking/cyber-security/
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Get monthly stralegies «g
and tips for protecting »
yourself and your
business detivered right
to your tnbox. Signup
naw and you'll immediately receive
John's 7 Survival Strategios for
Starving Data Sples!

Firsi Name...

Email Address...

N2 respedt
FOUr privacy.

Cyber Espionage’'s Lalest Target?
Your Baby Canit

2nd Day, It's Beqinning to Look &
Lot Like Christmas- at the Mall!

How do the RICH protect their
Online Accounls?

How Bo | Stop Obamacare |dentty
Theli? [Buming Cuestions Fo. 3]
Can Medical Idantity Theft Really
Kill You? [Burning Questions Ep.
2
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Gen. Keith Alexander,

USA (Ret,)

Conunander, U.S. Cyber
Command (2010-2014) and
Direclor. Malionat Securily
Agency/Chief. Centra! Security
Serdee (2005-2014)

Tynes XMa'e, Mitary Sonnge

Tony Blair

Prime Fnister, Great Bridain and
Nodhern iraland (1997-2007;

Types: sutiver Former Head of
State Ka'e, Unwersty Profassed

| Gordon Brown

Pame Liinister of Great Brifain

and Chancelor of the Exchequer
(1aD7.2007) United Nations

§ Special BEnvoy for Giobal
3 Education; and Chair, Global

Strategic Infrastuucture Injfative,
World Econoemic Forum

Types Author, Ecanomist Fomar
Head of State, Kale TED

: and Northern Yeland {2007-2010)
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A four-star Acmy general and the highesl-ranked mtary offsal of
1 5. Cybar Commang. iy National Sectnly Agancy and the
Central Setwity Service, Saneral Kaith B Alexander has tleyed a
pevotal 0% in secunng our safely al hormg and abroad for the past
Jecada

Speeches

A Road Map to Freedom The Strategy of Effachve Cyber
Secuniy

Slaying Aheau of the Cunve: Sacunng @ Nation Amid Change
Videos

A Need for Refensitle Arohxtectre & Cybar Seaunty
Legastation

Proteckng Our Alles & Bipartisansh:p
Gn Effective Gyber Stralegy and Securing ihe intemat

Taecs, Big Daty Crange, Managngleadng it Cyber Saqunty
nFastroctute Leadershp Mobivetion, National Srcunty, Overcaming
Obslacies and ChaFengss Tezmyotk Termonsm

Bio Info

G of the most respacted and admarad wontd feaders in the ias!
5 yeare. Tony Bigu offérs ao vtiparaiaied anayss of i word's
mast (hifoult and COma'e ISSLes,

Speeches
Conversation wilh Tony Blair
Videos

[aet Tony Blair

Topics Africa Asia, China Cyber Security Ermerging Markets. Enargy
- Ahternative & Technology, Envronmentstissuzs Europe, Foreipn
Poloy - LS Globai Economy, Global Trada, Human Rights, Jersh
Interests. Latin Amencs Leadershg, M ddie East Oyorcoming
Obstacks and Chatenges Ratgon Tercrism

Blo info
AN auirsd igadsr through momentous tmes. Gondon Brovwn
shares it gutbences s msiohls on events I3aing oury

fodiay. wcludhng M2 ok massive 1Eohnolegical damngrapk
SO0 ctcaf forcas and the e piosve gronth of a glopal

rridaie dlass Wit piay in ceinventing our wonld over the nevd ien
Veafs.

Speeches
Tur Wong Teday and Tomonogw
2025 Shaping a Naw Fuliee
Tep'cs Achievement Africa, Amencan Pohtcs, Asiz. Big Data.
Busness GroathySteategy Trends. Change Laing with [ Changs
Meagaglesdng I Cleidres s fs3uesy Choa, Cris's Kansgmineat,
Cuorrenl Evants, Cyber Secadity, Economic Foracast. Educater,
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Aneesh Chopra
Visionary Technoloyy Thought
Leader, Ciief Technotogy Officer
of the United Stales {(2009-2012)
and Author

£ Typas Fuluist Male. Top
Erenatives

1 Gen. Martin E,

' Dempsey, U.S. Army,

| Retired

Chaimian. Joint Chiefs of Staft

{2041.201%), Chief of Slalt V.S,

Army (2011): Currently Piofessor

al Diuke Universily's Fugua

Schoo! of Busingss and Sanford
Schod of Publc Poticy

Types Male, Mitary Senvice

Robert Gates

Sesrelary of Refense {2006
2001 Authos, New Youh Times
Best-Seller, DUTY: Menwirs of a

Secretary af War and A Passian
3 for Leadership

Typas Author Male Midary
Sevice, Top Exacutivas . University

} Profassor
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Appotad as the fiegt Crusl Technoiogy Qificsr of (he United
States. Angesh Chopra cleady oulines ways [echnalagy can sptr
innovakon, sherathan Alenca's Compahteeness in the wosid and

solve e vexing problents facing he domams of hegitt cane.
educaton and energy

Speeches

Openng Up White Lacking Down Batanung Co'laboration
znd Secunty i Regu'ated Markets

Videos

Meel Ana

n Chopra
Buiiding a 21st Century Cumicutum

tenovalive Stale: How Hew Technologies Can Transfonn
Gorernment

Topes Big Data, Business GrowihSualegyTrends, Change
fanagingteadng B Cyber Securily, Educztion. Erergy - Allamatveg
&Technuog,' Health Care Science informalon Technslogy,
Innovat'on, Leadsrship

Bio fnfo
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expe Gonagral Martin Daimgsay offars hig thoughts o secunty in
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AR IOy

Iy

Speeches
Cyber. Naw Threals in a ‘World Dawven by Rapid anu Profeund
Lhangs

Videos

tleat Maetl Qur Speakers
Doversity, Democracy and Sreal Leadership Uncar Scrubiny
Recoarizing the Need to Change Strateges
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Qg of 122 ISt 6 SPETIE

raders i recent U S, R
Galtes served gaah! U8 progidents, infuencing U.S in
any defente policies over the Last feur and a hiall decades from
the Cold War tu (xday $ OGO war o leronsT

Speeches
Remarks by Robart Gatzs
Videos
Ghebal Cyber Segunty
Behind tha Srenes v Washigilon and Hopes for the Fulure

Looking 8t Govermnment Acquisition aad Sequesiiation

Alrics, American Pokfcs, Asia Busingss

ShategyTrerds, Changa Lwng with [f Change
HManagngllesdag B Chnz Communcaton Skdls f‘.,rprra.e Cudtuea,
Corpaiata Gc,erm Courage, Cnsis Managemest, Currant fvents,
Cybar Seindy Elhics. Europe. Forelgn Poliny - U S, Gonermmsnl
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Julius Genachowski

Fedaraf Comrmunications
Caommission Chaiiman (2009
2012} and Respected internet
and }edia Executive

Rudy Giuliani

One of the Wordid's Host
Respecled Leadars: 107th Mayor
of New Yark Cily; TIME Ragazine
‘Person of the Year';
(Giuliami Partnors

2arner.

3% Auther Here, Kale

Chuck Hagel

U.5 Secictary of Dafense {2013
—-2015). U.8. Senator {1497
-2009); Founer Chatman,
Atlanke Councit, Fresidgent's
Intetligente Advisory Board {2609
=212y Formar Mamber, The

1 Systemic Risk Counei;
Dislinguished Professor.
Georgelown Universily, and Co-
founder, Vanguard Calitila
Syatems, Inc.

Types Aathor. Entrepreneur, Mals,

ary Serdca. Uniy

Professor

wd

Eric H. Holder, Jr.

82nd Alluney Gensral of tne
United Stales {2009 2815);
Fadner, Covington & Buting LLP

Types. Male

P b
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Rudy 03

Speeches

How Geopollesl Events Wi Adfect Your Company's Futuras —
And Whal Every Campany Mirst #now

Cnsis Kansgement = the Age of Cyber Wardzre
Videos

Meot Rudy Giutam
Toprs American Polles, Change, Living with i, Change
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Top Speakers on Cyber Security Page 1 of 6
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HOME | TRENDING NOW | TOP SPEAKERS ON CYBER SECURITY

Trending Now

Top Speakers on Cyber Security

by , 27 January 2015 in Speaker News Topics : Cyber Security

In the wake of recent hacks and the national attention cyber security has been getling, I've had many clients
ask me for speaker recommendations on understanding the threats and what they should be doing to protect
themselves oniine. | thought you might be interested in my list:

Matt
Qisen is the former director of the National Counterterrorism Cenier and a former top official at the NSA and

hitp://www.leadingauthorities.com/blog/top-speakers-on-cyber-security . html 5/18/2016




Top Speakers on Cyber Security Page 2 of 6

the Justice Department. He discusses the myriad cyber threats companies face and the government's
capabilities and limitations, as well as ways organizations can protect themselves.

General

Michael Hayden served as the director of both the CIA and the NSA. He looks at the differences between
physical and cyber security — monitoring what's going out {(cyber) versus what's coming in (physical),
balancing protection with privacy, and how the privale sector can help.

Lieutenant
General Michael Flynn is the former head of the Defense Intelligence Agency. He discusses the strategic and

technical aspects of cyber security, outlines our capacity and capability chailenges, and discusses what
organizations should do when they see a breach.

Michael

Morell is the former deputy director — and twice acting director — of the CIA He focuses on the data security,
corporate espionage, and intellectual property hot spots around the world, believing our national security is
more dependent on our economic strength than anything else.

Joel

Brenner is our nation’s former national counterintelligence (Cl) executive and the author of America the
Vulnerable. He shares a practical approach to this complex issue ~ decide what you must protect, segment
network access, define the network, and make someone responsibie for it.

Submit the form below to check availability or fees for one of these fascinating cyber experts.
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Opening Remarks

Iw ._ Vh Assastant Dlrector of Cllent Serwces 1T Servu:es, Umversuty of liimms Springﬁeld

: DawdA Ford Spec&ai Age

in Charge, Federai Bureau of Inveshgatlon

Keynote Presentation - Cyber Response in the Private Sector - What Should We Be Worrying About?

This presentation will focus on current and future security issues facing the private sector from a "Cyber-Response Perspective”. Coming
to the realization that we can no longer prevent {Prevention)} an attack, we must get much better at detecting {Detection) and remediating
(Response). The presenter will discuss the key factors to consider when putting together a Detection and Response Team. These "key fac-
tors" include team makeup, tools {traditional and non-traditional), remediation plans, and several others. We will also explore how
"moving to the cloud" and Personally Owned Devices {POD) are creating more security challenges for companies both from a response
perspective and a risk perspective.

Todd Wagner, CISSP, Electronic investigations and Forensics Manager, Caterpillar, Inc.

Morning Plenary Session - Finding Information in 3 Web of Imagery *

The world is observed by an enormous. coliectwn of cameras - .webcams, sateliltes and cell- -phones.  Ov r.the last decade, ! have been
lbuntdmg toois to charactenze, 1ndex, and calibrate § imagery avatiab[e an the Internet, | will taﬁc about our success in bu:id;ng 3D models of

sceng !ocahons, descnbmg how peop!e use pubhc spaces, documenting enveronmentai changes, and most recently, plnpomhng the oc
_tton of a “lost” g ' r.old

‘Robert Pless, PhD, Professar of Cdmpﬁt_}é.r' science, Wash i_ngt'én::uﬁivér‘s;ii:@y

Afternoon Plenary Session - Protecting Your Data in the Public Cloud

The shift to cloud computing provides an organization with the ability to focus on its core value propasition and allows for far greater flexi-
bility and capital cost reductions. This shift often changes the way that organizations operate, and presents unique challenges to infor-
mation security professionals.

The inherent flexibllity in cloud computing allows an organization to move data, and applications to a cloud provider. The fact that such an
organization no longer houses data and related functions in its own physical structure leads to the concerns about data integrity, data se-

curity, and legal requirements. In this talk we will explore what you can do to mitigate your risk for your business as well as what can be
done to protect your own personal data.

Brian Lewis, IT Pro Evangelist, Microsoft Corporation

M
kot !ﬁ‘ﬂ [
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Tony Hausmann, Sr. Account Manager, The Newberrv Group

Digital Forensics: Open Hands-on Lab

Open lab session with hands-on exposure to digital forensics tools. Join us in exploring the deepest recesses of today’s systems using fo-
rensics tools, such as memory forensic tools. No previous experience required. All levels welcome to attend.

Frank Fuchs, Certified Forensics Investigator, instructor, University of lllinois Springfield

_Remembering the Basrcs

Wath today s exploits hecom!ng more and more soph;shcated and the specter of compromrse becomlng'more and more. reai every once n,
a whlle we need to step back and review 'the hasics of security. In this session, W:iEram N;cholt of State Farm will facilitate. an open dlscus— b
suon of securaty basics. that need to be kept in the forefront of our efforts and 1mplementahons The audience is encouraged ta’ share therr._.'-'
views of secur:ty baslcs and how these basics can be put mto practrce m our varymg enwronment

W:I'E'I‘Ia:r_n":l\li'choll,-St_ate Farm Insurance Company

Things to Know About the NSA, FISA, and Section 215 that The Guardian {UK) Won't Tell You

Recent reporting over NSA Surveilfance has been described as "noise", "more heat than light", and "sensational”. Are there better ways of
talking about the issues?

1s there a more balanced view that still recognizes Fourth Amendment conflict with compelling government interest, but does not sound
like & witch hunt?

We take some time to look at what might be the real issues and what might be productive language to use when discussing the recent
"revelations" and the programs they refer to. The issues at stake are certainly important and deserve public attention based on a compre-
hensive view.

Ronald P. Loui, PhD, Assistant Professor of Computer Science, University of llinois Springfield

Illusions of Privacy ‘

: Understandmg the dlstrlhunon of one s personai ;nformahon via socral networkmg and open source tec_ nlques

Stephanle Wright, SpeciaI Agent, Cyhercrime Invesﬁgator, Federal Bureau of Investigation
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Frank has over 28 years fexperience wrth the Hiinois State Police. ln 1998, he assuted m lhe development of an lntemet CrrmesAgaanst Chlldren Task 5
Force where he worked as a lia:son for federal state, and local law enforcement agencies He has over ﬁfteen years of expenence workmg asa crrme sce <

analysls mvolvlng d:gitat equrpm ng: such as computers, networks, cell plwnes and vldeo surveallance equrpment Frank was also res] onss’ble for ov
ing the Criminal Justice lnformation Systems Trlenmal Federal Audlt before retlrlﬂg from Agency in 2012 :

Dunng hrs time with the Illlnois State Polace, Frank has earned severa! forensrc soﬂware and |_nvestlgat:ve cemﬁcahons whlch mc[ude the EnCase Cerhﬁed
Examiner {EnCE); Compute _ FOrensics | Cemfred Examlner {CFCE), Cernﬁed NetWare Englneer {CNE); and M:crosoft At Cemhcations B

Most recently, 2013, Frank has jolned the faculty of the Umversrty of Illlnois Sprmgﬁeld where. he teaches dlgltal forensic courses. He applres hss lnfor-
mat‘wn technology, mvesngat\ve and network secunty experrence to belp students Ieam the professron of d|g|tal forensrcs and crime scene techmques

Taony Hausmann, Sr. Account Manager, The Newberry Group

Tany is a Senior Account Manager with The Newberry Group where he specializes in identifying Information Assurance Solutions to solve the Cyber Securi-
ty challenges faced by farge and medium-sized corporations and government agencies. After a lackluster career as an actor, Tony began his IT career in the
IT Training Industry in the 1980's and was a regular speaker on the IT Training Conference circuit. Tony joined the Newberry Group in 2007 to provide husi-
ness development and proposal writing to the firms burgeoning Federal and Commercial Consulting business.

The Newberry Group, Inc. {Newberry) is employee owned and is nationally recognized as a quality IT Services and Cyber Security firm serving government
and commerciat clients. Headquartered in St. Charles, MO, with an office in Columbia, MD, Newberry provides a full fife cycle of services for information
Assurance: Digital Farensics, Data Breach Investigation, Data Loss Prevention, BYOD Security, Vulnerability Assessments, Intrusion Prevention, Web and
Ernail Security, Endpoint and Perimeter Security. Newberry's team of IT support and Information Assurance professionals provide consulting, integration,
reseller services and training. www.thenewberrygroup.com

Lance '_ ames, Head_rof Cyber Intelligence, Deloltte -

Author of "Phlshlng Exposed" and a co—author o "Emerg:ng Threat Analysrs" has been heavily involved wrth the mformatron securaty commumty for more :
than 15 years, Wi era decade af experience with programmrng, network security, dlgltal forenslcs, ‘malware research cryptography design, & crypta

nalysis, attackmg prétocols & anda detatled experttse in lnformation security, I.am:e has provided consultation o numeyous businesses ranglng from small
start- -Ups, governments, both natlonal and International, as well as Fortune 500 s aed Amerlca 's top- ﬁnancrai :nstrtuhons He has spent the last few years' B
devising techniques to prevent, track, and detect phrshmg and malware attacks He ls an advrsory board member of the Digital PhsshNet (a Mlcrosoft/ R
NCFTA orgamzahon) and the Centre for Strateglc Cyberspace + Securlty Science (CSCSS org), creator of lnvrslbleNet (llP!IZP}, a promment ‘member of the' : ;
local 2600 and InfraGard chapters, and a Co-Founder of Secure Science Corporatron ‘Lance is “ciirrently | Head of Cyber lntelilgence at Deloltte, andIs a i
hvely engaged wath two book projects, “The Threat Intelligenc Handbook“ (No Starch Press} and “Hackmg B ‘ k: Offens g Cybe Counter intelil-

nlzed as a ma;or asset in the mformatron secunty commumty

Brian Lewls, IT Pro Evangelist, Microsoft Corporation

Brian Lewis works as an IT Pro Evangelist for Microsoft Corporation in the Midwest, where he focuses on the IT Pro audience in Hinois, Indiana, and Wis-
consin. He is very passionate about technotogy and has over 18 years of enterprise IT experience.

Brian received his Bachelors degree in Management of Infarmation Systems from the University of Wisconsin — Milwaukee, One of Brian’s passions is
computer security and he holds the Certified Information Systems Security Professional {CISSP) certification among other computer industry certifications.

Brian enjoys working with all computer and networking technologies. He enjoys everything from programming and scripting to working with all types of

infrastructure. There just isn’t a technology that isn't interesting to him. Brian enjoys several hobbies outside of computers including rock climbing, tral
biking, and swimming.

APANEHILY

wnvIRs My,

CUVRERT TR s e sy




' 'ssor of Computer Sclence. Untverslty of i :

Rona!d P. Lour, PhD is an'AssIstant Professor of Computer ScIence at the Untversrty of IEImo;s Sprrngﬁeld He was formerly a tenured professor at Wash- .
Ington Unwersrty in St t.ouls n artrﬁctal Intetligence and taw U S

After 9/11 he worked on datammtng prolects descended m DARPA‘s TIA for SAIC ARDA iA A and DTO in coopera i 'the NSA 'a"nd"AFOSR'

He was an original member of the HARVARD ENTERNATIONAL REVIEW Mllttary and Technology Sectlon At the Unlverstt\; of Illmors Sprrngﬁe!d he con-
duc’rs graduate readrngs seminars In cybenvarfare and rn computer surveIIEance RN

Kara McElwrath, Assistant Director of Client Services, information Technology Services, University of lilinois Springfield

Kara McEhyrath is the Assistant Director of Client Services in the Information Technology Services Department at UIS. She has a rich background in both

technology and education, beginning her career as a puhlic school teacher and then moving into corporate training and consuiting before coming to UISin
2007.

Wllliam Nlcholl State Farm Insurance Company i

WIIIIam NtchoII (BIII} has been workmg for State Farm’ out of Bloomingtan; L. since 2006. Cu the Team Lead'for ‘MS, _Secunty (Mlcrosoft Secunty)
‘and Activ Dlrectory {AD), both assignments at the Problem Management ievel Prtor to jornmg State Farm, BrII worked as 2 curlty Englneer for an Air -

Rohert Pless, PhD, Professor of Computer Science, Washington University

Robert Pless is a Professor of Computer Science and Engineering at Washington University in 5t. Louis. His research focus is on data driven approaches to
understanding motion and change in video, with a current focus on long term time-lapse imagery. Dr. Pless has a Bachelors Degree in Computer Science
from Cornell University and a PhD from the University of Maryland, College Park. He received the NSF CAREER award in 2006, chaired the |EEE Workshop

Levil 1. Smith, Chief Engineer

i Solutlons Archrtect SAIC

i.ewi has been consuitlng and developmg technology systems for defense and commercaa! dients smce the mld 1990’5 Now Iocated in the Metro-East St :

Levl ts a 3rd year PhD student speciahzlng in tT & Informanon Secunty He haa a Masters of Scrence |n Informatron Secunty inand Assurance, and holds 3
number of Industry certtficatrons to Include GIAC 62?00 CIDRP, CIEH, CEHFI anct CISSP

-His current foeus is the research and applrcahon of secure devetopment Irfecyc;ies, quanntanve management of anformatron securrty, and the intersec on :
of Iaw, technology, and buslness as it affects the modern ﬁrm Short works and contact lnformahon are avaltabIe at http llwmv LevI! com :

Todd Wagner, CISSP, Electronic Investigations and Forensics Manager, Caterplillar, inc.

Todd Wagner manages the Caterpillar Computer Security Incident Response Team. Todd is responsible for global cyber response and electronic investiga-
tions at Caterpillar. For the last two years, Todd has focused on understanding the Advanced Persistent Threat and the develapment of Caterpillar's de-

fense against it. He has also served Caterpillar in several other roles including a lead computer security responder, Global Security Investigator and Crisis
Coordinator.

Prior to joining Caterpiltar in March 2004, Todd served as a Special Agent with the Federal Bureau of Investigation (FBI). White serving the F8I, Todd was
responsible for investigating computer related crimes, terrorism, financial and viclent crimes. Although involved in all types of investigations, Wagner
specialized in Computer Forensics and Terrorism. After 9-11, he took several temporary duty assignments in New Jersey and Washington D.C. These as-
signments involved conducting computer forensics on computers related to 9-11 and serving as one of several lead agents in a newly formed Terrorism
Commuand Center. Todd was responsible for conducting the computer investigations in Peoria, IL which lead to the conviction of Ali Al-Mari for
“Conspiracy to Provide Material Support to a Foreign Terrorist Organization”,

Todd is a Certified Information Security Systems Professional. He holds a Bachelor of Arts Degree in Mathematics from Eastern lfinois University and a
Master of Education degree from Clemson University.

Stephante Wright, Speclal Agent Cybercrime Inveshgator, Federat Bureau of Investigatlon

SpectaI Agent Stephame Wrtght has worked computer :ntrusaons smce she ;orned the FBI in 2008
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